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The internet is full of harmful content, which is why web Itering is such an important tool
for any family. When running properly it helps to protect your children from the bad things
on the internet, regardless of whether they’re trying to access that type of content on
purpose or it happens by accident.

While parental controls are generally lumped together as one, there are three main ways
of providing them: via your Internet Service Provider (ISP), via a router or via software that
you install. Each has its own bene ts and downsides, and the best solution is often to use
a combination of techniques to catch everything and prevent a child from bypassing your
protection. In this brochure, we’ll look at each type to see which ones are best for you.

Meet our expert

This guide has been written by David Ludlow. David has been a

technology journalist for more than 20 years, covering everything from
internet security to the latest computing trends and the smart home.

A father of two (a nine-year-old and a six-year-old), he’s had to control
and manage how his children access online services and use apps.

Users of this guide do so at their own discretion. No liability is entered into. Current as of the date of release: 19.06.2019
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Your ISP will have its own Itering controls that you turn on for
your entire internet connection. They’re provided free of charge
and provide a simple, baseline level of protection. The main
bene tof these controls is that they don’t require any software
to be installed and will work on any device connected to the
internet from a laptop to a games console.

The main issues come from the fact that the controls are simplistic. First, as
controls apply to every device equally, everyone in your home gets the same
level of Itering regardless of whether they’re ve-years-old or an adult.
Secondly, ISP Iters can’t block speci c applications, such as a game. Thirdly,
ISP Iters only work while you’re at home; if a child takes their laptop or
tablet elsewhere, there’s no active Itering (note that BT’s controls also work
if you’re signed into BT Wi-Fi).

Typically, ISP parental controls can be temporarily turned o (or run on

a schedule) to allow adults access to other content. However, while the
controls are turned o , the entire network is open, enabling a child to access
anything they like.

It’s worth mentioning the parental controls that mobile networks provide.
These can be turned onto Iter allweb tra c¢from achild’s smartphone
when they’re using the mobile network. The downside is that the controls
aren’t in force when a child connects to a wireless network, so you’ll want to
look into additional controls.

Users of this guide do so at their own discretion. No liability is entered into. Current as of the date of release: 19.06.2019
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Join the conversation

HWakeUpWednesday
to our mailing list today

J CALL US ON 0800 368 8061
% HELLO@NATIONALONLINESAFETY.COM
B WWW.NATIONALONLINESAFETY.COM

Twitter - @natonlinesafety  Facebook - /NationalOnlineSafety

At National Online Safety we believe in empowering parents, carers and trusted adults with the information they need to hold an informed conversation about online safety with their children, should they
feel it is needed. This guide focuses on one platform of many which we believe trusted adults should be aware of. Please visit www.nationalonlinesafety.com for further guides, hints and tips for adults.





